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[bookmark: _Toc384805393][bookmark: _Ref388517317][bookmark: _Ref388517326][bookmark: _Toc388869495]Purpose
These internal Credit Information Management Guidelines (Guidelines) set out how all staff must manage credit related personal information in the workplace.
It is the responsibility of all staff to familiarise themselves with these Guidelines and to strictly adhere to them.  Training is available to assist all staff in achieving this goal.
[bookmark: _Toc384805394][bookmark: _Toc388869496]Open and Transparent Management - Credit Information Management Policy
As a credit provider under the Privacy Act 1988 (Cth) (Privacy Act) we are obliged to have a policy about our management of:
CP derived information; 
CRB derived information;
Credit eligibility information;
Credit information; and 
Credit reporting information; 
collectively referred to as “credit related personal information”.  Please refer to credit related personal information fact sheet annexed to these Guidelines (“Annexure A”) for a detailed explanation of these individual types of credit related personal information.
This policy must include how and when credit related personal information is collected, disclosed, used, stored and otherwise handled by us.  Please refer to our Credit Information Management Policy for a detailed explanation of these matters.
It is the responsibility of each staff member to know what the Credit Information Management Policy is, follow it and ensure that our clients are aware of the matters set out therein.
Our Credit Information Management Policy must be displayed on our website. Please refer to the webpage format shown in Appendix A.
To alert our clients to the fact that our Credit Information Management Policy has been updated we must ensure the message shown in Item1 of Appendix B is displayed at the foot of all outgoing correspondence for a period of six months commencing from the date of the Policy. 
Thereafter, we must ensure that the message shown in Item 2 of Appendix B is displayed at the foot of all outgoing correspondence. 
The “Privacy Section” shown in Appendix C must be inserted into our Client Agreement/Terms & Conditions to ensure we have the express consent of any new clients to our handling of their personal information in accordance with our Privacy and Credit Information Management Policies. 
We are obliged to make the policy freely available in another form where it is requested by an individual, unless that request is unreasonable. 
[bookmark: _Ref388542548]We must take reasonable steps to ensure that any information disclosed overseas to an overseas contractor/agent is handled in accordance with the laws in Australia.  Such overseas contractor/agent must acknowledge their compliance by their operations.  We have an acknowledgement in Appendix D which such parties should be sent.  If they disagree with same or need to provide us further information then same should be escalated to the Privacy Compliance Officer or Senior Management.

[bookmark: _Toc384805395][bookmark: _Toc388869497]Information Collection Procedures - Statement of Notifiable Matters
Where it is likely we will disclose an individual’s personal information to a credit reporting body (“CRB”), like Veda Advantage or Dun and Bradstreet, we are obliged to ensure that, prior to or at the time of collection, the individual is aware of certain matters set out in the Privacy Act and Credit Reporting Privacy Code (“CR Code”) (Notifiable Matters).  Please refer to our Statement of Notifiable Matters, which appears in our Credit Information Management Policy for a description of these matters.
Our Statement of Notifiable Matters must be published on our website.  This statement or any updates must be prominently displayed.
These requirements apply in addition to the notification requirements outlined in our Privacy Policy and Internal Privacy Guidelines.
[bookmark: _Toc384805396][bookmark: _Toc388869498]Collecting Personal Information - Procedure
[bookmark: _Ref388438782][bookmark: _Ref384807587]Whenever we collect personal information over the telephone or in person for example, as a part of our account opening procedure, during that first collection, you must say the following to the client:
“To enable us to provide our products and services to you, we require some of your personal and credit details.

How we deal with this information is set out in our Privacy and Credit Information Management Policies, which are available on our website.  

If you do not consent to us collecting, using or disclosing your personal and credit related personal information in accordance with these policies, we may be unable to perform the service or provide the products you are requesting.  Do you understand and consent?”

[bookmark: _Ref384807590]Should the person confirm they understand and give their consent; make a note that you have provided the above commentary and the person has consented.
[bookmark: _Ref384807848][bookmark: _Ref388438813]Alternatively, we may record the message described in paragraph 4.1 above and play this to telephone callers before they speak with anyone from our office.
[bookmark: _Ref384807853]If we are using a recording as referred to in paragraph 4.3 above, at the beginning of your telephone conversation with a client you should refer to the recording and confirm they understand and give their consent.
[bookmark: _Ref384809006]Should the person confirm they understand and give their consent, make a note that we have played the above recording and the person gave their consent.
[bookmark: _Ref388439109]We should also provide a written version of the message described in paragraph 4.1 above, which will appear on our website where we seek the input of personal and credit information.  Individuals should not be able to enter and submit their information unless they have checked the acknowledgement box.  A record should be kept of the fact the acknowledgement box was checked. 
When we collect information in the hard copy, no credit information should be obtained unless we have obtained signed consent to the above to the written message referred to in paragraph 4.6 above.
[bookmark: _Toc384805397][bookmark: _Toc388869499]Disclosure
Debtors
As a part of our providing services and products on credit and our debt recovery process we may request our nominated credit staff to conduct credit checks, identity checks and report an outstanding debt to a CRB.
Credit Reporting Bodies
The CRBs which we may deal with are:
Veda Advantage; and
Dun and Bradstreet. 
We must not disclose credit related personal information to foreign CRBs, unless they have an ‘Australian link’, as that term is defined in the Privacy Act. 
Kinds of Information
We must ensure that we do not disclose information to a CRB that we are prohibited by Part IIIA of the Privacy Act, the Regulations or the CR Code from disclosing.
The nominated Credit Information Officers are responsible for determining whether the credit information may be disclosed to a CRB.
Commercial Credit
We may only disclose credit related personal information where that information relates to commercial credit.
That is, we cannot disclose information that relates to an application made by an individual for credit that is intended to be used wholly or primarily:
For personal family or household purposes; or
To acquire, maintain, renovate or improve residential property for investment purposes; or
To refinance consumer credit that has been provided wholly or primarily to acquire, maintain, renovate or improve residential property for investment purposes.
Practically, this will normally mean we can only disclose credit related personal information to a CRB where the client is an individual acting in their capacity as a business owner and we have been engaged to perform services for that business.
Over 18
We may only disclose credit related personal information about an individual where:
The individual is at least 18 years old;
The information does not relate to an act, omission, matter or thing that occurred or existed before the individual turned 18; and
The credit was provided (or the debt was incurred) or applied for in Australia.
The restrictions set out above do not apply where the credit information is identification information only, for example, name and date of birth.
Disclosure of Prohibited Information
If you become aware that a prohibited disclosure of credit related personal information has been made, you must immediately advise a Credit Information Officer. 
It is the responsibility of the Credit Information Officer to, as soon as practicable, advise the relevant CRB that a prohibited disclosure has occurred and the Credit Information Officer may seek legal advice.
Accuracy
Credit related personal information that is disclosed to a CRB must be accurate.  It is the responsibility of the employee gathering the information and Credit Information Officer to ensure that the credit related personal information is not false or misleading in any way as this is an offence under the Privacy Act.
If you identify that we have disclosed credit related personal information to a CRB which is not accurate, up-to-date and complete, you must immediately advise a Credit Information Officer.
In the circumstances described above, it is the responsibility of the Credit Information Officer to:
As soon as practicable, advise the CRB that the credit related personal information disclosed was not accurate, up-to-date and complete; and 
Take steps to address this by providing the appropriate information to the CRB.
Where requested by a CRB, we must:
Take reasonable steps to review our credit-related personal information, management practices, procedures and systems to assess whether credit related personal information we have disclosed is accurate, up-to-date and complete; 
Take reasonable steps to rectify any issues that are identified; and
Advise the CRB of the results of the review and action taken to rectify issues.
[bookmark: _Ref388441134]Records
[bookmark: _Ref384809978]If credit related personal information is disclosed to a CRB, the employee disclosing the information must make a file note and keep this with the relevant file.  Failing to comply with this requirement may result in us being fined under the Privacy Act. 
The file note referred to in item 5.8(a) above should specify:
The date on which the information was disclosed;
The staff member who disclosed the information; and
A brief description of the type of information disclosed.
Interaction with Privacy Policy and Guidelines
The foregoing requirements apply instead of the requirements listed in our Privacy Policy and Privacy Guidelines in relation to disclosure of credit related personal information to CRBs.
Where credit related personal information is disclosed to a third party that is not a CRB, our Privacy Policy and Privacy Guidelines apply, particularly the requirements which relate to use and disclosure.
[bookmark: _Toc384805398][bookmark: _Toc388869500]Access
Our clients may access the credit related personal information we hold about them by making a written request.
We must respond to requests for access to credit information within a reasonable time.
Please refer to our Privacy Policy and Privacy Guidelines for a more detailed explanation of how access to an individual’s personal information is to be provided.
[bookmark: _Toc384805399][bookmark: _Toc388869501]Correction, No Request
Criteria
If you review a piece of credit related personal information and having regard to the purpose for which we hold that information, you consider that the information is:
Inaccurate;
Out-of-date;
Incomplete;
Irrelevant; or
Misleading;
you must immediately advise your Credit Information Officer.

The Credit Information Officers are responsible for overseeing the correction of credit related personal information to ensure that, having regard to the purpose for which it is held, it is accurate, up-to-date, complete, relevant and in no way misleading.
Notification
Where we correct credit related personal information by updating identification information about an individual, we will only notify a previous recipient of the information about the update where we are requested to do so by the individual concerned.
Where we do give notice of a correction in respect of identification information, we must also comply with the requirements in our Privacy Policy and Privacy Guidelines for the correction of personal information.  Please refer to these documents for a detailed explanation of our obligations in this regard.
In respect of credit related personal information that is not identification information, if this information has previously been disclosed to a third party, within 7 business days, written notice of the correction must be given to:
All CRBs to which we have disclosed the pre-corrected information;
All credit providers as such term is defined under the Privacy Act (“CP”) to which we disclosed the pre-corrected information within the previous 3 months; and 
Any other CP that has been nominated by the individual and to which we disclosed the pre-corrected information more than 3 months previously.
Where we have previously disclosed the pre-corrected information to other entities, in accordance with our Privacy Policy and Privacy Guidelines, we are required to notify these entities of the correction within a reasonable period of time.
We do not have to give notice of an update to the recipients of pre-corrected information where:
This would be impracticable; or
We are required by law not to disclose this information.
Circumstances where it may be impracticable for us to give notice to a recipient include:
Where we no longer have a way of contacting that recipient; or
Where the time and cost involved in providing such notice would constitute an excessive burden on us.
Providing notice of correction will not be considered impracticable simply because some time and cost is involved in providing this notice.  An assessment of this matter should be made by our board.
[bookmark: _Toc384805400][bookmark: _Toc388869502]Correction, On Request
Client Entitlement 
[bookmark: _Ref384811406]An individual is entitled to request us to correct their credit related personal information. 
Request Concerns Credit-Related Information Held by Another Party
[bookmark: _Ref384807695]We are required to respond to a correction request even if we hold only one type of the credit related personal information referred to in item 8.1(a) above.  That is, even if we do not hold the information in respect of which the individual has made a correction request, we cannot refer the request onto the relevant CRB or CP which may hold that information and we must attempt to resolve the request ourselves.
Where we do not hold the relevant information or otherwise cannot be satisfied that the information the subject of the correction request actually needs to be corrected, we must consult with any relevant CRB and/or CP (provided they have an Australian link).
The use or disclosure of credit related personal information for this purpose is considered authorised by law, for the purpose of our Privacy Policy and Privacy Guidelines.
In relation to identification information, it is important that we comply with the requirements in our Privacy Policy and Privacy Guidelines for the correction of personal information.  Please refer to these documents for a detailed explanation of our obligations in this regard.
[bookmark: _Ref384807712]Once we gather information from the relevant third parties we must determine whether the information is inaccurate, out-of-date, incomplete, irrelevant or misleading.  If required, we must make the correction requested within the timeframes outlined below.
Making Corrections
If we determine that information the subject of a correction request, that we have either received or been consulted in relation to, needs to be corrected, we must: 
Correct the credit related personal information; and
Comply with the notification requirements outlined in the items above.
Refusal
If a Credit Information Officer determines that the information does not need to be corrected, within a reasonable time, complete a No Correction Required Notice form and provide this to the individual.
When the Notice is completed it should:
State that the correction has not been made; and
Set out our reasons for not correcting the information (including evidence substantiating the correctness of the information); and
State that, if the individual is not satisfied with the response to the request, the individual may make a complaint to the Commissioner.
It is the responsibility of the Credit Information Officer to check that the Notice satisfies the above requirements.
Timeframes 
Correction requests must be resolved within:
30 days of receiving the request, starting from the day on which the request is made; or
Such longer period as the individual agrees to in writing.
The Credit Information Officer is responsible for ensuring this deadline is met and that appropriate reminders are entered into their bring-up system.
If a Credit Information Officer forms the view that we will not be able to resolve an individual's correction request within a 30 day period, we must complete an Extension to Resolve Correction Request Notice form and provide this to the individual concerned as soon as practicable.
The Extension to Resolve Correction Request Notice form when completed should:
Notify the individual of the delay, the reasons for this and the expected timeframe to resolve the matter; 
Seek the individual’s agreement to an extension for a period that is reasonable in the circumstances;
Advise the individual that they may complain to the Commissioner; and
If the individual has not agreed to the requested extension, provide a response to the correction request within the timeframe sought for extension.
It is the responsibility of the Credit Information Officer to check the Notice satisfies the above requirements.
If the individual will not consent to the extension we propose, we may request the Commissioner to vary the time limit if we are unable to comply due to circumstances such as technological failure or other practical or unforeseen difficulties.  The Credit Information Officer is responsible for making these requests.
We must notify the individual of our decision about a correction request within 5 business days of making the decision.
Notice must be given to recipients of the pre-corrected information in accordance with the requirements set out above.
Co-operation in Consultation Process
Where we are consulted by a CRB or another CP about a correction request, we must respond to the consultation request as soon as practicable.
No Charge
We must not charge the individual for the making of the request or for correcting the information. We may, however, charge a reasonable fee for processing the request, to account for locating the information and supplying it to the client.
[bookmark: _Toc384805401][bookmark: _Toc388869503]Complaints
Complaint
This section does not apply to complaints made in relation to how we have handled a request for access to credit related personal information.  Complaints of that nature may be made directly to the Commissioner.  Please refer to our Credit Information Management Policy for a detailed explanation of this process.
Individuals may complain about breaches of Part IIIA of the Privacy Act and the CR Code, the requirements of which are reflected in these Guidelines.
Dealing with Complaints
Where we receive a complaint about conduct which would breach these Guidelines we must provide the individual with a Complaint Acknowledgement Notice, within 7 days of receiving their complaint.
The Credit Information Officer is responsible for ensuring this deadline is met and that appropriate reminders are entered into our bring-up system.
The Complaint Acknowledgement Notice form when completed should:
Acknowledge the complaint;
Advise that we will now investigate the complaint and that this may involve:
Talking with relevant staff members; and/or
Consulting with third parties;
Request any further information which may be required to properly investigate the complaint;
Advise that we will provide our decision about the complaint in writing, within 30 days; or
If we believe we will need longer than 30 days to reach a conclusion about the complaint, seek an extension in accordance with the requirements for doing so set out below.
It is the responsibility of the Credit Information Officer to check the Notice satisfies the above requirements.
If a Credit Information Officer forms the view that we will not be able to resolve a complaint within 30 days, they must write to the individual before the end of the 30 days, and:
Seek an extension which is reasonable in the circumstances;
Provide a reason for the delay and the expected time period to resolve the complaint; and
Advise the individual they may complain to the Commissioner about our delay. 
Consultation about the Complaint
We may consult with third parties in order to resolve a complaint. 
Disclosure of personal information for this purpose is considered to be authorised by law for the purpose of our Privacy Policy and Privacy Guidelines.
Decision about the Complaint
After investigating the complaint, we  must, within 30 days or such longer period agreed to by the individual, make a decision about the complaint and give the individual a written notice that:
Sets out the decision; and
States that, if the individual is not satisfied with the decision, the individual may make a complaint to the Commissioner.
Notification of Complaint
[bookmark: _Ref384812978]Where we receive a complaint in relation to how we have handled a correction request, we must give notice to the following CPs and CRBs:
If the complaint relates to credit related personal information that was disclosed to us by an another CP, that CP;
any CRB to which we disclosed the credit related personal information to which the complaint relates in the previous 3 months;
Any CP to which we disclosed the credit related personal information to which the complaint relates in the previous 3 months; and
Any other CP that has been nominated by the individual for this purpose.
We must give notice to the CPs and CRBs referred to above of:
The fact a complaint was made in relation to this information, as soon as practicable after it is made; and
The fact a decision about the complaint has been made, as soon as practicable after it is made.
[bookmark: _Ref384812984]If we disclose credit related personal information that is the subject of a complaint, and at the time of the disclosure, a decision about the complaint has not been made, we must at that time notify the recipient of the information of the complaint in writing.
We are not required to provide notice as outlined above in items 9.5(a) to 9.5(c) where:
This would be impracticable; or
We are required by law not to disclose this information. 
Circumstances where it may be impracticable for us to give notice to a recipient include:
Where we no longer have a way of contacting that recipient; or
Where the time and cost involved in providing such notice would constitute an excessive burden on us.
Providing notice of correction will not be considered impracticable simply because some time and cost is involved in providing this notice.  An assessment of this matter should be made by the Credit Information Officer.
No Charge
We cannot charge an individual for the making of the complaint or for dealing with the complaint.
[bookmark: _Toc388869504][bookmark: _Toc384805402]Refusal of Consumer Credit based on Credit Eligibility Information
[bookmark: _Toc382303013]The notice detailed in Appendix E must be provided to an individual where we refuse an application for consumer credit based wholly or partly on credit eligibility information about any individual borrower or guarantor provided by our CRB.  Please refer to the information sheet annexed to these Guidelines for an explanation of the term, “credit eligibility information”.
The reasons or the report need not be disclosed unless requested by the client.  The client must only be notified via the notice that their application was unsuccessful due to credit eligibility information provided by our CRB and of the name and contact details of the relevant CRB, should the client want to investigate the matter.
When the client requests the report, this should be disclosed for no fee to the customer and if you are satisfied the information is inaccurate, out-of-date, incomplete, irrelevant or misleading then you must take such steps (if any) as are reasonable in the circumstances to correct the information to ensure that, having regard to the purpose for which it is held, the information is accurate, up-to-date, complete, relevant and not misleading.  Steps similar to Part 8 above should be undertaken when such a request has been made.
[bookmark: _Toc388869505]Record Keeping
Circumstances Where Record Required 
[bookmark: _Ref384813140]Where credit-related personal information is destroyed, to meet our obligations under these Guidelines, the Credit Information Officer must make a file note and keep this with the relevant file.
A record is only required to be kept where this is possible.  For example, where we are required to destroy all personal information belonging to an individual under our Privacy Policy or Privacy Guidelines this may not be possible.
The file note referred to in item 11.1(a) above should specify:
The date on which the information was disclosed;
The staff member who disclosed the information; and
A brief description of the type of information disclosed.
Where credit related personal information is disclosed to a CRB, please comply with the record keeping requirements above at paragraph 5.8.
Records must be retained for a minimum period of 5 years from the date on which the record is made.
[bookmark: _Toc384805403][bookmark: _Toc388869506]Audits
We must permit a person, who conducts an audit of us as part of a CRB’s auditing program under the CR Code to have reasonable access to our records for the purposes of carrying out the audit. 
We must take reasonable steps to rectify issues identified in the course of an audit undertaken pursuant to the CRB's auditing program.
[bookmark: _Toc384805404][bookmark: _Toc388869507]Changes to these Guidelines
The Privacy Act permits disclosure of credit related personal information in relation to consumer credit to CRBs, subject to certain requirements. 
One of these requirements is that the credit provider must be a member of an External Dispute Resolution scheme (“EDR”).
At the time of writing these Guidelines we are not eligible for membership to such a scheme. 
EDR schemes are registered on the website for the Office of the Australian Information Commissioner.  This register must be reviewed by us on a quarterly basis to determine whether we are eligible for membership.
The Credit Information Officer is responsible for this review.
Should we become eligible for membership to an EDR scheme, these Guidelines should be reviewed to address the requirements for disclosing credit related personal information in connection with consumer credit.
As of 11 March 2015, the requirement for membership into an EDR scheme will also apply to disclosures of credit related personal information made in connection with the provision of commercial credit.  If we are not a member of an EDR scheme at this time, these Guidelines should be reviewed and amended to prohibit disclosure of all credit related personal information to CRBs. 
We may amend or update these Guidelines at any time.  You will be alerted to any material changes to these Guidelines and the documents to which they refer by internal email.
This policy came into existence on the date specified in Item 5 of the Schedule. 


[bookmark: _Toc388869508]Interpretation
In the construction and interpretation of these Guidelines (where the circumstances require):-
One gender includes the other gender;
The singular includes the plural and the plural includes the singular;
A person includes a body corporate; 
A party includes the party’s related bodies corporate, related partnerships, related trusts, directors, the members of its Board of Management, its officers, employees and agents, liquidators, receivers and managers, trustee in bankruptcy, administrators, executors, successors and permitted assigns;
Headings are for convenience only and do not form part of this policy or affect its interpretation; and
Where a word or expression is given a particular meaning, parts of speech and grammatical forms of that word or expression have a corresponding meaning.
“Business” means any of our businesses including without limitation those detailed in Item 2 of the Schedule.
“CP derived information” has the meaning given to that term under the Privacy Act.
“CRB” means a credit reporting body as such term is defined under the Privacy Act. 
“CRB derived information” has the meaning given to that term under the Privacy Act.
“Credit eligibility information” has the meaning given to that term under the Privacy Act.
“Credit Information Officer” means our designated Credit Information Officer or senior management. 
“Credit information” has the meaning given to that term under the Privacy Act.
“Credit related personal information” collectively refers to “CRB derived information”, “credit eligibility information”, “credit reporting information”, “CP derived information” and “credit information”.
“Credit reporting information” has the meaning given to that term under the Privacy Act.
 “Our”, “we” or “us” means the parties and any related entities of the parties described in Item 1 of the Schedule.
“Products” and “Services” means any of our products and/or services we provide. Including without limitation those detailed in Item 3 of the Schedule 

[bookmark: _Toc384805405][bookmark: _Toc388869509][bookmark: iCurrent]Worker Acknowledgment
We require all staff to execute an acknowledgement that they have read and understand our Credit Information Management Policy and Guidelines.  The acknowledgement is similar to that contained in Appendix F.


[bookmark: _Toc388869510]Schedule
Item 1 – Our details 
Entity: Austraw Pty Ltd ACN 168 789 535 
Address: 11 Reynolds Court, Burpengary, Queensland 
Telephone: //*// [insert telephone]
Email: mick@austraw.com.au
Item 2 – Businesses 
0. Queensland Straw Factory 
Item 3 – Products and Services

0. //*// [insert details of general description of products and services]
0. //*// [insert details of general description of products and services]

Item 4 – Location of overseas recipients

0. //*// [insert foreign country]
//*// [insert foreign country]
Item 5 – Commencement date

0. //*// [insert date of this version of privacy policy]



[bookmark: _Toc388625993][bookmark: _Toc388869511]Appendix A – Web Page Format
//*// Create a tab for your website titled “Privacy and Credit Reporting”. Such page should open to the following:

Privacy Policy

We are bound by the Privacy Act and will protect your personal information in accordance with the Australian Privacy Principles.  These principles govern how we can collect, use, hold and disclose your personal information.

Download a copy of our Privacy Policy in full [insert hyperlink to pdf version of the Privacy Policy].

Credit Information Management Policy
Our handling of credit related personal information is mainly regulated by the Privacy Act 1988 (Cth) (‘Privacy Act’) and the Credit Reporting Privacy Code (‘CR Code’).  Our Credit Information Management Policy explains how we manage your credit related personal information.  Download a copy of our Credit Information Management Policy in full [insert hyperlink to pdf version of the Credit Information Management Policy].
Contact Us
You can contact us by: 

Telephoning: [insert telephone number]

Emailing: [insert email address]

Submitting an enquiry via our website at [insert email address] 

Writing to us at [insert postal address]

Our Privacy Compliance Officer and Credit Information Officer can also be contacted in relation to privacy and credit related personal information concerns via the above details.

For more information about privacy and credit related personal information in general, you can visit the Australian Information Commissioner’s website at www.oaic.gov.au.



[bookmark: _Toc388625994][bookmark: _Toc388869512]Appendix B – Outgoing Correspondence 
For insertion at the foot of all outgoing correspondence for a period of six months after the commencement of our Privacy Policy.
We have recently updated our Privacy Policy [insert hyperlink to Policy] and Credit Information Management Policy [insert hyperlink to Policy] to reflect recent changes to Australian privacy laws.

If you have any questions about the collection, use, disclosure, storage or other dealing with your personal information or our policies, please contact us at [insert email].

For insertion at the foot of all outgoing correspondence following of the expiry of the six month period referred to in Item 2 above.
The way in which we deal with your personal information (including your credit related personal information) is subject to our Privacy Policy [insert hyperlink to Policy] and Credit Information Management Policy[insert hyperlink to Policy].



[bookmark: _Toc388625995][bookmark: _Toc388869513]Appendix C - Client Agreement
1. Privacy Act and information storage 
The Privacy Act 1988 (Cth) (‘Privacy Act’), Privacy Regulation 2013 (‘Regulations’), Credit Reporting Privacy Code (‘CR Code’) and registered privacy codes govern the way in which we must manage your personal information (including your credit related personal information).

Our obligations under Australia’s privacy laws are reflected in our Privacy Policy and Credit Information Management Policy. 

These documents explain how we handle your personal information and are available on our website or through requesting a copy from our office. 

If you do not provide the personal information we request from you, we are not likely to be able to provide our products and/or services to you.  We are conscious of the importance of maintaining the confidentiality of your personal information.  You can be assured that we only collect personal information that is necessary for us to provide our products and/or services or additional products and/or services to you.  We also take all possible steps to ensure that your personal information is not disclosed to, or accessed by, unauthorised persons. 

Excepting the limited circumstances provided for in the Privacy Act, you are able to gain access to any personal information which we may hold about you.  Should you wish to obtain access to such information please either telephone us or provide us with a written request by writing to us.  Our contact details are listed at the end of this Agreement.  

You authorise us to disclose any information we hold about you at our discretion in connection with the provision of our products and/or services to you, as well as additional products and/or services. 

Disclosure of such information may also be compelled by law and you authorise us to disclose this information where we are lawfully obliged to do so. 

Further, in certain circumstances, where you fail to meet your payment obligations to us, we may report or disclose your credit related personal information to a credit reporting body, such as Veda.  You acknowledge you consent to us doing so. 

We may also use your contact details to advise you of updates in the law through our newsletters or other issues or services we believe you may be interested in and may ask you randomly to respond to surveys to ensure we meet your requirements. You acknowledge you consent to the use of your details for these purposes.  You may, however, at any time, unsubscribe from any of these communications by following the unsubscribe procedure detailed in the communication.

We may store or provide to third parties your personal and confidential information, including to overseas recipients. You acknowledge that you consent to us doing so and release, discharge and hold us indemnified against or in respect of any claims, actions or liability together with any costs on an indemnity basis arising therefrom.

More Information
For more information about anything raised in this Client Agreement, please contact us on: 

Post: //*//
Email: //*//
Fax: //*//
Phone: //*//
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//*// [place on our letterhead] 

Date:		[insert date]
To:	[insert recipient’s name] of 
[address of recipient]

Re: Acknowledgement of Compliance with Privacy Laws

You will be the recipient of personal information and credit information from various individual applicants seeking credit from us.  As such the receipt, disclosure, storage and use of such information is governed by the Privacy Act 1988 (Cth) (“Privacy Act”). 

In our terms and conditions we inform and obtain the consent of the individual applicant to provide such information to allow us and/or our agents/contractors/suppliers to disclose, produce, use and store personal and credit information amongst ourselves for various purposes associated with our businesses, services and products.

Please note that such consent is limited to what is reasonably necessary for, or directly related to, one or more of our functions and activities.  Accordingly, we require you to only disclose, produce, use or store such information as directed by us and in accordance with the Privacy Act.  Please contact us if you cannot comply with this request.

Furthermore, we need to disclose to individual applicants any overseas recipient of their personal or credit information.  Please confirm that any receipt, disclosure, production, use and storage of personal and credit information of an individual from us is only received, disclosed, produced, used and stored by you in Australia. If not, please detail the circumstances where it will be overseas and whether your organisation has an “Australian link” as such term is defined in Section 5B of the Privacy Act.

Failure to comply with such Privacy Act requirements may expose us to fines and damages (for corporations – up to $1.7M).  Accordingly we are relying on you to ensure the above is correct.

Regards,


//*//[insert signatory] 
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[Insert Letterhead] 

		[insert date]
To:	[insert recipient’s name] of 
[address of recipient]

Re: Acknowledgement of Compliance with Privacy Laws

You will be the recipient of personal information and credit information from various individual applicants seeking credit from us. As such the receipt, disclosure, storage and use of such information is governed by the Privacy Act 1988. 

In our application documents we inform and obtain the consent of the individual applicant to provide such information to us in order for us and our agents/contractors/suppliers to disclose, produce, use and store personal and credit information amongst ourselves for various purposes associated with our businesses, services and products.

Please note that such consent is limited to what is reasonably necessary for, or directly related to, one or more of our functions and activities (e.g. car finance services (loans, finance leasing or hire purchase contracts (“car loans”) and small amount credit contracts (“SACC”)). Accordingly, we require you to only disclose, produce, use or store such information as directed by us and in accordance with the Privacy Act 1988. Please contact us if you cannot comply with this request.

Furthermore, we need to disclose to individual applicants any overseas recipient of their personal or credit information. Please confirm that any receipt, disclosure, production, use and storage of personal and credit information of an individual from us is only received, disclosed, produced, used and stored by you in Australia. If not, please detail the circumstances where it will be overseas and whether your organisation has an “Australian link” as such term is defined in Section 5B of the Privacy Act 1988.

Failure to comply with such Privacy Act 1988 requirements may expose us to fines and damages (for corporations – up to $1.7M). Accordingly we are relying on you to ensure the above is correct.

Regards,


[Insert business entity and name]
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[Insert Letterhead] 


Date:		[insert date]
To:	[insert applicant’s name] of 
[address of applicant]

Re: Notice of Refusal of Consumer Credit Application based on Credit Eligibility Information from [Insert name of CRB]

Your application has been refused based in whole or partly due to your credit eligibility information we received from our credit reporting body (“CRB”) in relation to credit applications.

The name and contact details of our CRB are as follows:

Name:			//*//

Postal Address:		//*//

Customer Service: 	//*//

Email:			//*//

Web:			//*//

Regards,


[Insert business entity and name]
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[Insert Letterhead] 


I, 				 (insert full name) of 					 (insert address), do hereby acknowledge that:

· I have read and understand our Credit Information Management Policy and Internal Credit Information Management Guidelines.
· I am familiar with my responsibilities detailed in the above documents.  
· I understand that I am personally responsible for my actions and conduct under these requirements and that I may be individually prosecuted for breaches of privacy and confidentiality.  I also understand that any breach of our Credit Information Management Policy and Internal Credit Information Management Guidelines will be subject to disciplinary action which may lead to termination of my employment or contract.
· I agree that I am committed, as our worker, to abide by all aspects of the Privacy Policy and Internal Privacy Guidelines
· If I have any questions or concerns regarding these documents and how they affect my working practices, I will immediately contact my supervisor.


Signed: 						


Date: 		/	/	
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